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Abstract of the contribution: This contribution proposes an alternative solution of scenario 1 and 2 of Key Issue 2.
Introduction

As analysed in Scenario 1 and 2 of Key Issue 2, during inter-RAT 3GPP PS HO, bearers impacted by the handover procedure could have been transported over WLAN based on ANDSF policy, and solution is needed to avoid undesirable inter-RAT 3GPP PS HO. Currently, the handover procedure and WLAN offload procedure are independent from each other. To find solution for the two scenarios, i.e., to perform WLAN offload during handover, the following questions need to be considered:
1. When does the UE make the decision to offload IP flows to WLAN?
2. What’s the decision criterion of which IP flow needs to be offloaded?
3. For the bearer offloaded to WLAN, how does the network perform bearer handling?

The above questions are analyzed below.
Discussion
1. Time point of decision-making
At present in the inter-RAT 3GPP PS handover, the UE doesn’t know which bearers are lost and which are established successfully in the target side until Handover Command is received. Also, the UE doesn’t know the target access technology chosen by the source RAN node until receiving HO Command. So it’s natural to consider that the UE make the WLAN-offload decision upon receiving Handover Command message. 
Conclusion 1: The UE makes the decision to offload IP flows to WLAN upon receiving the Handover Command message.

2. Decision criteria
For the lost bearers, the UE can decide based on ANDSF policy whether the IP flows corresponding to those bearers can be offloaded to WLAN. The criterion could be: if the ANDSF policy indicates that WLAN is preferable than the target access, then it means that the IP flows corresponding to the lost bearer can be offloaded to WLAN. Moreover, even if WLAN is not preferable to the target 3GPP access, as long as it is not prohibited, the UE can offload IP flow to WLAN to avoid service interruption.

For bearers accepted by the target RAN, the UE makes the following judgement according to the ANDSF policy: if there’s any IP flow which is more appropriate to be transported over WLAN, then the UE decides to move those flows to WLAN, and continues the handover procedure simultaneously.
Conclusion 2: When Handover Command is received, the UE decides whether to perform WLAN offload according to the following criteria:
1) For IP flow corresponding to the lost bearer, if WLAN access is preferable to the target RAN, or even if WLAN access is less preferable to the target RAN but as long as WLAN is not prohibited for the IP flow, then the IP flow could be offloaded to WLAN.

2) For IP flow corresponding to a bearer accepted by the target RAN, if WLAN access is preferable to the target RAN, then the IP flow could be offloaded. This would help avoid undesired inter-RAT 3GPP PS HO.
3. Bearer handling in the network
According to the current handover procedure between E-UTRAN and WLAN, it’s the PGW which performs resource release in the source side. To simplify PGW implementation, it’s proposed to reuse the mechanism to perform bearer handling by PGW for WLAN offloading during inter-RAT PS HO. One example is depicted and analysed as below, supposing: 

1) The UE is handed over from E-UTRAN to UTRAN and the UE is connected to 3GPP access only before WLAN offload is performed.

2) The ANDSF policy indicates that for IP flow 1 WLAN is preferable to UTRAN. And for the EPS bearer corresponding to IP flow 1, IP flow1 is the only flow carried by this bearer.
3) DSMIPv6 is used between UE and PGW for IP flow mobility via WLAN

When Handover from E-UTRAN to UTRAN is initiated, the UE decides, upon receiving Handover Command message, that IP flow 1 should be moved to WLAN. The call flow is depicted as follow:

[image: image1.emf]UE

Target 

RNC

Target 

SGSN

SGW PGW

Trusted 

WLAN

2. WLAN offload 

decision

3. HO procedure for bearers accepted in target  3GPP access

4. Bootstrapping, Home link detection, HA discovery

1.HO CMD

5. Binding Update

6. Delete lost bearer


Figure 1  Example call flow of WLAN offload during inter-RAT PS HO
1. The UE receives Handover Command from the source eNB (not shown in the figure).

2. The UE learns from the Handover Command message that the target access is UTRAN and decides to offload IP flow 1 to WLAN, according to ANDSF policy.

3. The handover procedure is continuing as already specified.

4. The UE performs DSMIPv6 bootstrapping, home link detection and HA discovery if not executed.

5. The UE sends Binding Update message to the PGW containing certain IP flow template. The PGW updates related binding cache and initiates bearer deactivation procedure in 3GPP side.
For the lost bearer case, the UE learns which bearer is lost in handover and determines based on ANDSF policy that if any IP flow corresponding to the lost bearer(s) can be offloaded. If so, the UE initiates IP flow mobility procedure. On the other hand, the SGSN will initiate bearer deactivation for the lost bearer(s). If bearer context of the lost bearer is deleted by the SGSN before Binding Update is received, the PGW considers the IP flow as new IP flow from the UE. Otherwise if BU is arrived before bearer context of the lost bearer is deleted by the SGSN, the PGW behaviour is implementation specific.
It’s for further study how the bearer is handled when network-based IFOM is used during inter-RAT 3GPP PS HO.

Conclusion 3: The PGW is responsible to release the 3GPP bearer resources subject to IP flow offloading to WLAN. 
Proposal

It’s proposed to update the current description of Scenario 3 of Key Issue 2 to capture the above 2 cases:
First change

6.x
Solution X
6.x.1
Description

This solution addresses scenario 1 of Key Issue 2. In this solution, when Handover Command is received during inter-RAT 3GPP PS Handover, the UE checks based on ANDSF policy that whether there’s any IP flow which needs to be offloaded to WLAN. The IP flow could either correspond to the lost bearer (if any) or a bearer successfully established in the target 3GPP RAN side. The decision criteria could be: 
1) For IP flow corresponding to the lost bearer, if WLAN access is preferable to the target RAN, or even if WLAN access is less preferable to the target RAN but as long as WLAN is not prohibited for the IP flow, then the IP flow could be offloaded to WLAN.
2) For IP flow corresponding to a bearer accepted by the target RAN, if WLAN access is preferable to the target RAN, then the IP flow could be offloaded.

The UE can initiate IP flow mobility from 3GPP access to WLAN as soon as the above decision has been made, e.g. in case DSMIPv6 is used between UE and PGW, the UE shall send Binding Update message via WLAN to PGW to move the IP flow to the WLAN. The IP flow mobility procedure can be simultaneous to the handover procedure performed in 3GPP RAT.
The PGW is responsible to release the 3GPP bearer resources subject to IP flow offloading to WLAN. When receiving a Binding Update message containing IP flow mobility option, the PGW updates the binding cache accordingly and initiate 3GPP resource release afterwards, if not released.
NOTE 1: It’s FFS how the bearer is handled when network-based IFOM is used during inter-RAT 3GPP PS HO.
6.x.2
Impact on existing nodes or functionality

The ANDSF needs to be extended to prioritise 3GPP RATs, i.e. E-UTRAN, UTRAN and GERAN, in the ANDSF policy.
The UE needs to be enhanced to be able to recognize the extended ANDSF policy. The UE needs to decide based on ANDSF policy whether to perform WLAN offload during inter-RAT 3GPP PS HO, and if WLAN offload is needed, the UE shall move certain IP flow(s) to WLAN simultaneously with the handover procedure.
End of change
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